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Summary:
TELUS Communications, a wireless telephone service provider, sought to quash a general

warrant obliging it to produce, on a prospective daily basis, all future text messages sent and
received  by  two  TELUS subscribers  that  were  stored  in  the  TELUS computer  database.
TELUS applied to quash the warrant, arguing that the general warrant was invalid because the
police had failed to satisfy the requirement under s. 487.01(1)(c) of the Criminal Code that a
general  warrant  could  not  be  issued  if  another  provision  in  the  Code  was  available  to
authorize the technique used by police. TELUS argued that in this situation, the scheme that
authorized the interception of private communications (Part VI of the Code) was available,
because the investigative technique used here constituted an "intercept" within the meaning of
s. 183 of the Code.

The Ontario Superior Court, in a decision reported at [2011] O.T.C. Uned. 1143, dismissed
TELUS' application. TELUS appealed.

The Supreme Court of Canada allowed the appeal and quashed the warrant and the related
assistance order. Abella, J., (LeBel and Fish, JJ., concurring), held that the general warrant in
this case purported to authorize an investigative technique (i.e., an "intercept") contemplated
by a wiretap authorization under Part VI of the Criminal Code, namely, it allowed the police
to  obtain  prospective  production  of  future  private  communications  from  a  computer
maintained by a service provider as part  of its  communications process.  Because Part  VI
applied, a general warrant under s. 487.01 was unavailable. Moldaver, J. (Karakatsanis, J.,
concurring) agreed in the result, but found it unnecessary to resolve whether what occurred
here  was,  strictly  speaking,  an  intercept.  Cromwell,  J.,  dissenting,  (McLachlin,  C.J.C.,
concurring),  would  have  dismissed  the  appeal  on  the  basis  the  general  warrant  did  not
authorize an interception requiring a Part  VI wiretap authorization and that the "no other
provision" requirement of s. 487.01(1)(c) was met.

Criminal Law - Topic 3042.1
Special powers - Search warrants - When available - [See both  Criminal Law - Topic
3046].

Criminal Law - Topic 3046
Special  powers  -  Search  warrants  -  Validity  of  -  General  -  Section  487.01(1)  of  the
Criminal Code provided that a judge could issue a general warrant a " ... authorizing a



peace  officer  to,  subject  to  this  section,  use  any  device  or  investigative  technique  or
procedure or do any thing described in the warrant that would, if not authorized, constitute
an unreasonable search or seizure in respect of a person or a person's property if ... (c) there
is  no other  provision in  this  or  any other  Act  of  Parliament  that  would provide for  a
warrant, authorization or order permitting the technique, procedure or device to be used or
the thing to be done" - The Supreme Court of Canada interpreted this provision - See
paragraphs 15 to 46, 54 to 108 and 160 to 195.

Criminal Law - Topic 3046
Special powers - Search warrants - Validity of - General - TELUS Communications sought
to quash a general warrant obliging it to produce, on a prospective daily basis, all future
text  messages sent  and received by two TELUS subscribers and stored in the TELUS
computer  database  -  The  Supreme Court  of  Canada  quashed  the  warrant  -  Abella,  J.,
(LeBel and Fish, JJ., concurring), held that the general warrant in this case purported to
authorize  an  investigative  technique  ("intercept")  contemplated  by  the  wiretap
authorization scheme under Part VI of the Criminal Code, namely, it allowed the police to
obtain  prospective  production  of  future  private  communications  from  a  computer
maintained by a service provider as part of its communications process - Pursuant to s.
487.01(1)(c) of the Code, where a warrant was available under another provision of the
Code, in this case Part VI, a general warrant under s. 487.01 was unavailable - Moldaver, J.
(Karakatsanis, J., concurring), agreed in the result - See paragraphs 1 to 108.

Criminal Law - Topic 3095
Special powers - Issue of search warrants - Conditions precedent - [See both  Criminal
Law - Topic 3046].

Criminal Law - Topic 5271
Evidence and witnesses - Interception of private communications - General principles -
[See first Criminal Law - Topic 5294].

Criminal Law - Topic 5275.1
Evidence and witnesses - Interception of private communications - Access to recordings
and transcripts of intercepted communications (incl. text messages in computer database) -
[See second Criminal Law - Topic 3046].

Criminal Law - Topic 5294
Evidence  and  witnesses  -  Admissibility  of  private  communications  -  What  constitutes
"interception" - The Supreme Court of Canada interpreted the word "intercept" as used in
s. 183 of the Criminal Code, in relation to the interception of private communications - See
paragraphs 4 to 36, 48 to 53 and 149 to 159.

Criminal Law - Topic 5294
Evidence  and  witnesses  -  Admissibility  of  private  communications  -  What  constitutes
"interception" - The Supreme Court of Canada interpreted the word "intercept" as it was
used  in  s.  183  of  the  Criminal  Code,  in  relation  to  the  interception  of  private
communications  -  Abella,  J.  (LeBel  and  Fish,  JJ.,  concurring),  stated  that  "The



interpretation should be informed not only by the purposes of Part VI, but also by the rights
enshrined in s.  8 of the Charter, which in turn must remain aligned with technological
developments  ...  A technical  approach  to  'intercept'  would  essentially  render  Part  VI
irrelevant  to  the  protection  of  the  right  to  privacy  in  new,  electronic  and  text-based
communications technologies, which generate and store copies of private communications
as part of the transmission process ..." - See paragraph 33.

Criminal Law - Topic 5294
Evidence  and  witnesses  -  Admissibility  of  private  communications  -  What  constitutes
"interception" - The Supreme Court of Canada interpreted the word "intercept" as it was
used  in  s.  183  of  the  Criminal  Code,  in  relation  to  the  interception  of  private
communications - Abella, J. (LeBel and Fish, JJ., concurring), rejected a narrow definition
of "intercept" - Abella, J., stated that "... A narrow or technical definition of 'intercept' that
requires  the  act  of  interception  to  occur  simultaneously  with  the  making  of  the
communication  itself  is  therefore  unhelpful  in  addressing  new,  text-based  electronic
communications.  A narrow definition is  also inconsistent  with the  broad language and
purpose of Part VI ..." - See paragraphs 34 and 35.

Criminal Law - Topic 5294
Evidence  and  witnesses  -  Admissibility  of  private  communications  -  What  constitutes
"interception" - [See second Criminal Law - Topic 3046].

Words and Phrases
Intercept - The Supreme Court of Canada interpreted the word "intercept" as it appeared
in s. 183 of the Criminal Code, R.S.C. 1985, c. C-46, in relation to the interception of
private communications - See paragraphs 4 to 36, 48 to 53 and 149 to 159.
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This appeal was heard on October 15, 2012, before McLachlin, C.J.C., LeBel, Fish, Abella,
Cromwell, Moldaver and Karakatsanis, JJ., of the Supreme Court of Canada. The decision of
the court was delivered in both official languages on March 27, 2013, including the following
opinions:

Abella, J. (LeBel and Fish, JJ., concurring) - see paragraphs 1 to 46;
Moldaver, J. (Karakatsanis, J., concurring), concurring in part and in the result - see

paragraphs 47 to 108;
Cromwell, J., dissenting (McLachlin, C.J.C., concurring) - see paragraphs 109 to 196.

Appeal allowed.
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